`Internet Safety Curriculum Design Objectives:

Subunit One:  Personal and Private Information Protection:

·  Students will define the difference between personal and private information. (knowledge)
· Students will categorize information about themselves to fit both personal and private information. (comprehension)
· Students will develop a checklist for uploading information online to deem it appropriate (application, analysis)
· Students will evaluate/investigate student websites to check for violations in private information found online. (analysis)
· Students will develop a collage of personal information about themselves that would be safe to put online. (application, analysis)
· Students will define the terms cyberpal and predator. (knowledge)
· Students will discuss and develop appropriate rules for interacting with strangers online. (synthesis)

Subunit Two:  Passwords and Security:

· Students will define security and risk and why those terms are important in an online society. (knowledge)
· Students will describe what makes a valid/safe password.(application)
· Students will evaluate case study scenarios to understand the importance of creating safe passwords. (comprehension, application, analysis)
· Students will view a short online video about sharing passwords with friends and explain the importance of password protection.(application, analysis, synthesis)
· Students will identify ways to create safe passwords. (analysis)
· Students will define virus, attachments and e-mail. (knowledge)
· Student will identify ways to keep their PC’s safe from viruses. (analysis)
· Students will explore ways to determine the validity of emails and attachments received. (comprehension, application, analysis)
Subunit Three: Cyberbulling
· Students will define cyberbully actions. (knowledge)
· Students will explore ways to prevent cyberbullying. (comprehension, analysis)
· Students will identify ways to educate others about cyberbullying. (application) 

· Students will design multimedia presentations on cyberbullying in the media. (application, evaluation, synthesis)

· Students will research and describe laws and consequences regarding cyberbullying.(application, synthesis, evaluation)
· Students will develop an anti-cyberbullying pledge for their classmates and school. (synthesis)

Subunit Four:  Cyberethics (Illegal Downloading)
· Students will define the terms cyberethics, illegal downloading, copyright, songlifting and file-sharing. (knowledge)
· Students will brainstorm a list of individuals who could be involved in illegal downloading.(application, evaluation
· Students will analyze what they believe is legal and illegal about their online actions. (comprehension, analysis)
· Students will review real world stories of illegal downloading cases and evaluate their content. (evaluation)
· Students will identify why illegal downloading is illegal. (application)
· Students will examine how illegal downloading and songlifting begins a ripple effect in the artistic world. ( analysis, evaluation)
· Students will design an informational sheet and slogan to deter illegal downloading and present it to their classmates. (application, evaluation, synthesis)
