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1 Introduction

1.1 Purpose
The purpose of this Software Requirements Specifications document is to describe requirements for Microblog 911, an emergency detection and notification application that will allow emergency services personnel and application subscribers to receive real-time information about emergency situations.  The intended audience for this document includes project stakeholders and developers.
1.2 Scope

The Microblog 911 software will be able to detect emergency situations by monitoring posts to microblog sites (such as Twitter).  The microblog data will be analyzed using data mining techniques in order to detect the presence of an emergency.  When an emergency situation has been detected, the software will notify emergency services dispatchers and members of the public who subscribe to the service of the situation.

This application will allow emergency services personnel and public subscribers to have real-time information about an emergency situation as it occurs.  This will allow them to respond more quickly and prevent unnecessary loss of life and property.

1.3 Definitions, Acronyms, and Abbreviations

	Term
	Definition

	API
	Application Programming Interface

	emergency services
	Public organizations that respond to and deal with emergencies when they occur, esp. those that provide police, ambulance, and firefighting services

	ES
	Emergency Services

	ESP
	Emergency Services Personnel

	GUI
	Graphical User Interface

	microblog
	Web service that allows the subscriber to broadcast short messages to other subscribers of the service

	PS
	Public Subscribers

	public subscribers
	Members of the general public who subscribe to the service provided by the application

	SRS
	Software Requirements Specification


1.4 References

[1] “Documentation | Twitter Developers”. https://dev.twitter.com/docs. Retrieve September 25, 2011.

1.5 Overview

This document provides a high-level description of the features and capabilities of the Microblog 911 application.  It also provides a detailed description of the low-level functions that are required in order to provide those capabilities.
2 The Overall Description
Microblog 911 will utilize microblog data to detect the occurrence of an emergency situation and provide real-time information regarding the situation to emergency services personnel and members of the general public who subscribe to the service.  The microblog data will be accessed via publicly available Application Program Interfaces (APIs) to microblog applications.  The data will be processed and analyzed in order to detect similarities and patterns.
Once an emergency situation has been detected by analyzing the microblog data, the application will provide all known details about the emergency to emergency services dispatchers in the area to allow them to respond to the emergency.  Many microblog applications allow for posts to be geo-tagged, meaning the latitudinal and longitudinal coordinates of the post originator are embedded in the post.  The Microblog 911 application will utilize geo-tagged posts in order to provide a precise location of the detected emergency situation to emergency services dispatchers.
Information regarding a detected emergency will also be provided to public subscribers.  Unlike emergency services dispatchers, public subscribers will not wish to be notified for every single event that occurs.  As such, they will be able to specify criteria for notification, such as occurance within a certain vicinity of their home, school, or workplace.  They will also be able to specify the type of emergencies of which they wish to be notified, as well as the method of notification.
2.1 Product Perspective
The Microblog 911 application is dependent on its interfaces with existing microblog applications.  Although the application itself is self-contained, the entire premise of the application is based on the the availability of real-time data posted by users of microblogs.  Without this data, Microblog 911 will have no means of detecting emergencies situations and the application will be rendered inert.
2.1.1 System Interfaces
The most important interface for this application is the interface with microblog applications.  For this version of the software, only the Twitter microblog application will be used, due to the widespread popularity of Twitter and its public API, which is simple and easy to use.  Twitter provides a Streaming API which will be utilized to obtain “high-throughput near-realtime access” to posts [1].
2.1.2 Interfaces
The Microblog 911 application will provide two primary user interfaces.  There will be a mobile application interface for public subscribers to access their accounts and alter their notification settings.  There will also be a web browser-based interface.  For public subscribers, it will provide the same functionality as the mobile application.  For emergency services dispatchers, it will provide more detail and the ability to update the application regarding the status of the emergency situation.
2.1.3 Hardware Interfaces
The system has no hardware interface requirements. 
2.1.4 Software Interfaces
The Microblog 911 will utilize two software interfaces.  The Twitter API will be utilized to obtain microblog data.  Version 2 of the Twitter API (available at http://api.twitter.com/#!/2) will be utilized.  This interface will be used to obtain microblog posts, information about post authors, and any geotagging information available for posts of interest.  Microblog posts will be retrieved on a frequent basis to allow for instant detection of an emergency situation.
The other software interface will be an interface to a data store.  The interface will allow the application to store user settings and details about on-going emergency situations.

2.1.5 Communications Interfaces
This application will require Wi-Fi or 3G in order to interact with users utilizing mobile devices.  For all other users utilizing web browsers on a computer, normal internet communication protocols will be utilized (such as HTTP).
2.1.6 Memory Constraints
The primary memory needs of this application will include storage of user settings and data being analyzed.  This will occur on the server side of the application, imposing minimal memory constraints on user systems.
2.1.7 Operations
The application will support the following modes of operation for the user: setup, notification, feedback, and idle.  The setup mode will allow the user to set preferences for area of notification and types of emergency situations of which to be notified.  In the notification mode, the user will be notified of any emergency situation that fits their criteria.  The feedback mode will allow the user to provide updated status for an emergency situation.  This mode will only be valid for emergency personnel.  Finally, at all other times, the application will be in idle mode while it continues to analyze microblog data for emergencies.
2.1.8 Site Adaptation Requirements
When deploying the Microblog 911 application to emergency services sites, the software must be configured for emergency services operation to enable features that are only available to emergency services personnel, such as the ability to provide feedback to update the status of an emergency.  By default, the software will be configured for general consumer deployment, so no configuration will be necessary for public subscribers who download the application.
2.2 Product Functions
The Microblog 911 application will perform the following functions:
· Detect and track emergency situations using microblog data

· Allow users to set preferences regarding area and emergency types of interest

· Notify users of an emergency situation that satisfies their criteria

· Allow emergency services personnel to provide status updates for an emergency
2.3 User Characteristics
There are two user groups for this application: emergency services dispatchers and service subscribers who are members of the general public (called public subscribers).  The emergency services dispatchers may not have a high level of technical expertise outside of technologies required to perform their jobs.  As such, it will be imperative that any application interface for this group is easy to use and understand.  It should also work with existing equipment used by emergency services (i.e. requisitioning new hardware should not be required to adopt this application).

It is anticipated that public subscribers will have at least a rudimentary level of technical expertise and experience in using web-based applications.  Effort will be made with this project to utilize familiar graphical user interfaces (GUI) formats consistent with other applications developed for web browsers or smart phones.
2.4 Constraints
One of the primary concerns of the Microblog 911 application is reliability.  The application must identify as many emergencies as possible with a minimal number of false alarms.  Any time that emergency services personnel spend attending to a false alarm is time taken away from real emergencies.
The application should perform in accordance with any published communication and networking standards for the methods of communication utilized.
2.5 Assumptions and Dependencies
As mentioned previously, there is a strong dependency of this application upon the APIs of any microblog applications with which it interfaces.  Any changes to these APIs could potentially have significant impact on this product.
2.6 Apportioning of Requirements
It is anticipated that there will be three releases of this application: beta release, emergency services release, and public release.
The beta version of this application will include the functionality related to emergency detection via microblog data analysis.  It wil not include the user interface for either user group.

The emergency services release will include all functionality related to reporting detected emergencies to emergency services dispatchers.

The public release wil add functionality for interacting with public subscribers and notifying them of emergencies according to their preferences.
3 Specific Requirements
3.1 External Interfaces
3.1.1 Microblog Interface
1. The system shall interface with the Twitter microblog service.
2. The system shall utilize the Twitter API to retrieve microblog posts.

3. The system shall utilize the Twitter API to retrieve information about microblog authors.

4. The system shall utilize the Twitter API to retrieve information about reposts of messages.
3.1.2 User Interface

1. The system shall interface with the user via a web browser.
2. The system shall interface with the user via a mobile application.

3. The system shall interface with the user via text message to provide notification of an emergency.

4. The system shall interface with the user via email to provide notification of an emergency.

5. The system shall interface with the user via voicemail to provide notification of an emergency.

6. The system shall interface with the user via computer application to provide notification of an emergency.

3.1.3 Data Store Interface

1. The system shall interface with a data store to maintain microblog data.
2. The system shall interface with a data store to maintain user information.

3. The system shall interface with a data store to maintain emergency information.
3.2 Functions
	FR ID
	Functional Requirements

	FR1
	The system shall have a presentation layer.

	FR1.1
	The presentation layer shall provide a mobile user interface.

	FR1.1.1
	The mobile user interface shall provide a method for a user to register.

	FR1.1.2
	The mobile user interface shall provide a method for a user to login.

	FR1.1.3
	The mobile user interface shall provide a method for a user to logout.

	FR1.1.4
	The mobile user interface shall provide a method for a user to set preferences.

	FR1.1.4.1
	The mobile user interface shall provide a method for a user to set emergency types for which to be notified.

	FR1.1.4.2
	The mobile user interface shall provide a method for a user to set the notification area.

	FR1.1.4.3
	The mobile user interface shall provide a method for a user to set the notification method.

	FR1.1.5
	The mobile user interface shall provide a method to notify a user of an emergency.

	FR1.2
	The presentation layer shall provide a web user interface.

	FR2
	The system shall have a business layer.

	FR2.1
	The business layer shall provide service interfaces.

	FR2.1.1
	The business layer shall provide a service interface for mobile applications.

	FR2.1.2
	The business layer shall provide a service interface for web browsers.

	FR2.2
	The business layer shall provide business components.

	FR2.2.1
	The business layer shall perform emergency management.

	FR2.2.1.1
	The business layer shall provide the ability to create new emergencies.

	FR2.2.1.2
	The business layer shall provide the ability to monitor the status of emergencies.

	FR2.2.1.3
	The business layer shall provide the ability to update the status of emergencies.

	FR2.2.2
	The business layer shall perform user management.

	FR2.2.2.1
	The business layer shall provide the ability to create new users.

	FR2.2.2.2
	The business layer shall provide the ability to authenticate a user.

	FR2.2.2.3
	The business layer shall provide the ability to update user preferences.

	FR2.2.2.4
	The business layer shall provide the ability to notify a user of an emergency.

	FR2.2.3
	The business layer shall perform microblog data management.

	FR2.2.3.1
	The business layer shall provide the ability to collect microblog data.

	FR2.2.3.2
	The business layer shall provide the ability to store microblog data.

	FR2.2.3.3
	The business layer shall provide the ability to pre-process microblog data.

	FR2.2.3.4
	The business layer shall provide the ability to group microblog data.

	FR2.2.3.5
	The business layer shall provide the ability to score microblog data groups.

	FR2.2.3.6
	The business layer shall provide the ability to identify high scoring groups as emergencies.

	FR3
	The system shall have a data layer.

	FR3.1
	The data layer shall provide data access logic.

	FR3.2
	The data layer shall provide service agents.

	FR3.2.1
	The data layer shall provide the ability to request microblog data.

	FR3.2.2
	The data layer shall provide the ability to request followers of an author.

	FR3.2.3
	The data layer shall provide the ability to request reposts of a message.

	FR4
	The system shall provide security.

	FR5
	The system shall provide operational management.

	FR6
	The system shall provide communication.


3.3 Performance Requirements
1. The system shall have a maximum delay of one second for 95% of all user interactions.

2. The system shall have a maximum false detection rate of 0.1%.

3. The system shall be capable of processing at least 100 microblog posts per second.

3.4 Logical Database Requirements
1. The system shall support storing microblog posts in the data store.
2. The system shall support storing microblog authors in the data store.

3. The system shall associate each microblog post with its author.

4. The system shall support storing a group indicator for microblog posts.

5. The system shall support storing emergency situations in the data store.

6. The system shall support storing user information in the data store.

7. The system shall associate users with emergency situations of which they should be notified.
3.5 Design Constraints
1. The system shall be compatible with the following internet browsers: Internet Explorer, Safari, Firefox, and Chrome.
2. The system shall be compatible with the following mobile application operating systems: Android, BlackBerry OS, and iOS.

3. The system shall be compatible with the following computer operating systems: Windows XP, Windows Vista, Windows 7, Linux, and Mac OS X.
3.6 Software System Attributes 
3.6.1 Reliability
1. The system shall never crash or lockup.
2. The system shall notify the user when an error occurs.
3.6.2 Availability
1. The system shall be available for access 24 hours a day, 7 days a week.
3.6.3 Security
1. The system shall utilize AES to encrypt communication with the user via web browser.
2. The system shall utilize AES to encrypt communication with the user via mobile application.

3. The system shall prevent access to the data layer by the presentation layer.

4. The system shall prevent access to the data store by unauthenticated users.
	ID
	   Characteristic
	H/M/L
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12

	1
	Correctness
	H
	
	1
	1
	1
	1
	1
	1
	1
	1
	1
	1
	1

	2
	Efficiency
	H
	
	
	2
	2
	2
	2
	2
	2
	3
	2
	2
	12

	3
	Flexibility
	M
	
	
	
	4
	5
	3
	3
	8
	3
	3
	11
	12

	4
	Integrity/Security
	M
	
	
	
	
	4
	4
	4
	8
	4
	4
	4
	12

	5
	Interoperability
	M
	
	
	
	
	
	5
	5
	8
	5
	5
	11
	12

	6
	Maintainability
	L
	
	
	
	
	
	
	7
	8
	9
	6
	11
	12

	7
	Portability
	M
	
	
	
	
	
	
	
	8
	7
	7
	11
	12

	8
	Reliability
	H
	
	
	
	
	
	
	
	
	8
	8
	8
	8

	9
	Reusability
	M
	
	
	
	
	
	
	
	
	
	9
	11
	12

	10
	Testability
	L
	
	
	
	
	
	
	
	
	
	
	11
	12

	11
	Usability
	M
	
	
	
	
	
	
	
	
	
	
	
	12

	12
	Availability
	H
	
	
	
	
	
	
	
	
	
	
	
	


4 Change Management Process
Any requested changes to this specification must be submitted in writing to the author.  Change requests will be reviewed with the requestor to determine if and how they will be implemented.  When changes are made, a new version of this document will be released.

5 Document Approvals
This specification has been developed for the ACS 560: Software Engineering course.  As such, document approval will be done by the instructor, Dr. Tanik.
6 Supporting Information
There is currently no supporting information.
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